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[bookmark: _Toc90476070][bookmark: _Toc90476538]*** START of 1stCHANGE ***
[bookmark: _Toc92816714][bookmark: _Toc67389406]Y.2	Authentication and authorization between MSGin5G client and MSGin5G Server 
[bookmark: OLE_LINK5]The Authentication and authorization between MSGin5G Client and MSGin5G Server shall be based on AKMA, which is specified in TS 33.535 [91]. Before initiating communication with MSGin5G Server, the UE needs to have performed primary authentication and registered with the 5GC, resulting in the successful generation of KAKMA and A-KID at both MSGin5G Client and the 5GC as specified in clause 6.1, TS 33.535 [91]. 
Once the UE is registered in 5GC, the MSGin5G Client in the UE and the MSGin5G Server may use TLS for authentication as specified in Annex B of TS 33.535 [91] with the MSGin5G Server taking the role of AKMA AF. 
Editor's Note: Further clarification on usage of GPSI or SUPI for authorization in MSGin5G services is FFS.
Methods other than TLS with AKMA may be used for authentication between the MSGin5G Client and MSGin5G Server, depending on the Ua* protocols.

*** END of 1stCHANGE ***




